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I. SCOPE OF POLICY 

 
 

This Policy applies to all staff employed by or affiliated (temporary or permanently) with the University, including 

staff, students, contractors, hourly paid staff, and visitors. This policy also applies to all AIU IT infrastructure and 

systems. 

 

 
II. DEFINITIONS 

 
 

  

 
III. POLICY STATEMENT 

 
The purpose of this policy is to establish the key principles of Information Governance at AIU and set out 

responsibilities and reporting lines for members of staff to ensure that the creation, storage, use, disclosure, 

archiving and destruction of information is handled in accordance with legal requirements and to maximize 

operational efficiency.   

 

 
IV. RESPONSIBILITIES 

 
• Information governance is overseen by the Chief Information Officer (CIO). 

• The Information Trustees are senior University officials (typically at the level of Vice President 

or higher) who have planning and policy-making responsibilities for University Information and 

for the establishment of operational processes to collect and record data in accordance with 

University business rules.  The Information Trustees, as a group, are responsible for overseeing 

the establishment of information management policies and procedures, and for the assignment of 

information management accountability.  

• Information Domain Trustees are senior managers in operational areas responsible for 

maintaining the content of Transactional Systems. They implement policy as established by 



 
Information Trustees, assign Information Stewards, and serve as the first escalation point for 

problem/policy resolution from the Information Stewards.  

• Information Stewards are typically operational managers in a functional area with day-to-day 

responsibilities for managing business processes and establishing the business rules for the 

Transactional Systems.  Information Stewards are appointed by the respective Information 

Domain Trustees  

• Information Custodian are all AIU staff employed by or affiliated (temporary or permanently) with 

the University, including staff, students, contractors, hourly paid staff and visitors and third parties are 

responsible for: 

o ensuring the quality and completeness of information which they collect or create 

o ensuring that they understand and adhere to procedures and resources under this policy 

and related policies which govern the management, control, storage, transfer and 

destruction of information throughout its lifecycle  

o supporting a culture that promotes good information governance practices and reporting 

any identified compliance breaches or incidents 

o managing AIU information in accordance with the Privacy Policy and Information 

Technology and Security Policy. 

• Data Users are individuals who receive authorization from the Information Steward to access, 

enter, or update information. Data Users must use the resource only for the purpose specified by 

the Data Steward, complying with controls established by the Steward, and preventing disclosure 

or confidential or protected information. 

 

 
V. POLICY STANDARDS AND PROCEDURES 

 
This policy is to be augmented with the following standards and procedures  

Refer to the following documents which are established in accordance with this policy: 

• Data Classification Standard 

• Destruction of Information Procedure 

 

This policy is to be read in conjunction with  

• Research Policies 

• Data Management and Backup Policy 

• Audit Logging and Monitoring Policy 

• Information Security Policy 

 

 
VI. FORMS/INSTRUCTIONS (if applicable) 

 
 

N/A 
 

 
VII. APPENDICES (if applicable) 

 
 

N/A 
 

 
VIII.      RELATED POLICIES 

 



 
 

 
VIV.      CONTACT INFORMATION 
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